


SA WG2 Temporary Document
Page 1

[bookmark: _Hlk91753531]SA WG2 Meeting #163	S2-2405931
Jeju, Korea, May 27 – May 31, 2024 		(revision of S2-240xxxx)
	
Source: 	Nokia
Title: 	Conclusion Paper for KI#3
Document for: 	Approval
Agenda Item: 	19.8 
Work Item / Release:	FS_UIA_ARC / Rel-19
Abstract of the contribution: This paper provides conclusions for the study carried out regarding KI#3.
1	Discussion
Various solutions are discussed and are part of this specific TR 23.700-32. This paper brings in conclusion that shall be considered to address KI#3.
2 	Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-32 as below to bring in conclusion.
Proposal 1:
Below EN can be deleted as the conclusion principles are agreed.
Editor's note:	The above conclusion principles are only tentatively agreed.
Proposal 2:
It is clarified User Identity Profile Information shall be exposed (based on the consent aspects of user identity) and the associated UE subscriptions (based on the consent aspects of UE Subscription). The associated (linked) aspects are needed information for the associated and trusted AFs, without which the AF would not be able to use the exposure response.
Any information that is exposed shall consider privacy aspects (of the User Identifier and the corresponding UE Subscription) defined by SA3. Following information can be considered as part of the exposure:
· Current state of the User Identifier
· Linked UE Subscriptions
· Current registration status and the corresponding UE Subscription
· PCC Rules
· Services and the associated identifiers
· Authentication results
· Authorization results

[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc165096165]8.3	Key Issue #3: Exposure of User Identity Profile Information
The following conclusion principles are agreed for key issue #3:
-	User consent aspects about any potential exposure of user identity information (including services configured, verification results that relates to current and previous authentication requests) should be checked by SA WG3.
-	User identifier verification result can be exposed by a NEF API to an authorized AF.
-	 This is to enable a service, where a 3rd party AF can trust a user accessing its services using the User Identifier based on the verification result (i.e. success or failure) obtained from MNO.
NOTE:	How an AF is authorized to receive information about user identity and the linked UE subscriptions will be addressed by SA WG3.
Editor's note:	The above conclusion principles are only tentatively agreed.
Editor's note:	Exposure of other content of user identity profile will be justified with relevant use cases or service requirements once the contents of user identity profile is finalised.
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